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Overview 

The purpose of this knowledgebase solution is to describe the steps needed to configure 
the Cisco UC320 for proper operation in a SIP trunking application. Please note that this 
solution documents the basic configuration needed in the PBX and that the requirements 
of your specific SIP trunking environment may require modifications to the configuration 
steps provided in this document.   
 

 

Prerequisites 

SIP trunking information provided by the VoIP service provider: 

 SIP proxy server IP address or DNS name.  

 Trunking Direct Inward Dial (DID) phone numbers 
o Calls to the trunking DID(s) are forwarded from the service provider to the 

wide area network (WAN) IP address of the EdgeMarc.  There may be a 
single “Pilot” phone number used for all inbound calls and/or multiple DIDs 
depending on the service ordered. 

 SIP authentication credentials (optional) 
o Some SIP trunking service providers require a unique username and 

password to be supplied for IP PBX registrations and/or SIP signaling using 
P-Asserted-Identity (RFC 3325).  This knowledgebase solution provides the 
configuration steps for both PBX registration and static or non-registration 
modes of PBX operation.   

 UC320 SW Version 2.2.2. 
 
 
 
 
 
 
 
 
 
 
 
 



                   www.CoxBusiness.com 

 

Property of Cox Communications, Inc. Version 1.0 
 

Page 4 of 27 

Network Topology 

 

The PBX in the above network topology represents the Cisco UC320 PBX that is 
connected via its LAN port to the LAN port of the EdgeMarc Network Services gateway. 
The PBX used in our lab comprises of the following: 
 

 Cisco UC320 

 3 Cisco SPA IP phones 

 2 analog phones 
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Description of Basic Operation and Call Flows 

 
Basic Call Flow: 
 
All phones connect to the Cisco UC320 PBX.  The Cisco UC320 PBX will interface with 
the service provider using a SIP trunk.  
 
Internal calls: 

 Calls between phones on the LAN  

 LAN phone  Cisco UC320 PBX  LAN phone 
 

Outbound calls: 

 Call is initiated by a LAN phone to a WAN phone.  

 LAN phone  Cisco UC320 PBX <SIP trunk>  EM  SIP trunk service provider 
 WAN phone 

 
Inbound call: 

 Call is initiated by a WAN phone to a LAN phone.  

 WAN phone  SIP trunk service provider EM  <SIP trunk> Cisco UC320 PBX 
 LAN phone 

 
 

 

 

Configuration: 

1. Plug PC into LAN side of PBX. By default a 192.168.10.x IP should be configured on your 

PC.And access the UC3xx PBX using it's default IP 192.168.10.1 through any browser. 

 

 By default the user name a password will be uc320. 

2. The first screen that should pop up is the site summary.Here we can use tabbed pages to 

configure each module on the UC3XX. 
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3. If the System does not detect any phones that are plugged into the LAN side of the PBX, go 

to Telephony>Devices>Phones and you can add phones there. After adding phones there 

hit apply configuration and select option either for applying now or apply later. 
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4. Now go to the PBX/Key stream option from the left side configuration menu and select the 

operation mode of your UC3XX PBX. And then hit apply configuration select option either 

for applying now or apply later. 
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5. Select Day/Night feature option from the configuration menu and enable auto attendant and 

other feature of call routing and call forwarding. And then hit apply configuration and 

select option either for applying now or apply later. 
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6. Go to Telephony>Internal Dialing and specify the extension length to 3 digits and 

configure the dial patterns and and system extension or keep the default settings for this 

option. And then hit apply configuration and select option either for applying now or apply 

later. 
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7. Now select Telephony>Dialing Restriction and configure classes of restriction for 

outbound calls. And then  hit apply configuration and select option either for applying now 

or apply later. 
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8. Go to Telephony > Music feature and keep the default settings here. And then  hit apply 

configuration and select option either for applying now or apply later. 
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9. Now after configuring Telephony go to Ports and Trunks>Line (FXO) ports and disable all 

the FXO ports. And then  hit apply configuration and select option either for applying now 

or apply later. 
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10. go to ports and trunks>FXS ports and enable FXS port on cisco UC3XX.And then  hit 

apply configuration and select option either for applying now or apply later. 
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11. Now go to ports and Trunks>SIP/BRI trunks and select provider to generic SIP provider 

and then configure settings for Edgemarc 4552 for the generic SIP provider. 

 Description: EM-4552 

 Proxy: 10.10.102.1 

 Required registration: Enabled 

 outbound proxy: (Keep this field blank) 

 Only allow calls to: ( Use this setting to block unauthorized voice traffic or keep this field 

blank) 

 Call Capacity: 4 

 Prefix dialednumber with”+1”: Disabled 

 Company Name: EM-4552 

 Account ID: 6782384025 (What ever provided by your provider) 

 Authentication ID: 6782384025 

 Password: 6782384025 

 Disable SRV records and NAT 

 Systemwide SIP Parameters:  Keep this settings defaulted. 

 Now hit apply configuration and then select option either for applying now or apply later. 
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12. The settings for outbound trunks are not required because we dont have two types of trunks 

(FXO and SIP/BRI) or multiple SIP/BRI trunks. 
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13. Now go to Users/Phones>Users and enter the name of the user and assign extension 

numbers and enable voice mail for the users. hit apply configuration and then select option 

either for applying now or apply later. 
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14. Select Users/Phones>Assigh Phones and assign the user to the phone. hit apply 

configuration and then select option either for applying now or apply later. 
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15. Go to call Routing > Auto attendant> Prompts and create menu of option for your callers 

and also edit prompts or greetings as needed. For an example, you can set initial menu 

prompt with the message”if you know your Party's extension,you..”hit apply configuration 

and then select option either for applying now or apply later. 
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16. Now go to Call routing>Inbound calls and here specify the call destination for each 

inbound calling route. Here use the default route to route all calls to the same 

destination.hit apply configuration and then select option either for applying now or apply 

later. 
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17. Configure Users/Group Features>Call forwarding for each user and group. Hit apply 

configuration and then select option either for applying now or apply later. 
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18. Now Configure Network for UC3XX.Go to Network> Topology and chose the best 

topology for your site, here we will choose the topology for cisco UC3XXroutes voice 

only. And configure the Cisco UC3XX to obtain data VLAN address and we will set static 

IP address here. Hit apply configuration and then select option either for applying now or 

apply later. 
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19. Now goto Network>WAN and configure the WAN with static IP information of IP 

address,subnet mask,default gateway,primary and secondary DNS servers and domain 

name. 
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20. Configure Network>LAN and specify the VLAN settings for data and voice and hit apply 

configuration and then select option either for applying now or apply later. 

 

 
 

 


